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T SFRIYTAl TRIT TR, WY BT 37 A H IS dR W $Is ey Tal g, auif,
T AHa & Titexer & 9 Higsy & foeddt fid aen & FRaRor e &1 ifieR Rz
BT

IR0 gRT O} Ude Afaerd ol aur at o, fafae, ifaal, fFse, ufsarsi,
faRryanatt, At qur A= &1 e guld: urem fear s |

STRYHATU TaT TSR §RT A1 BT REIWTG: -

(1

SRIYATIA a7 Toidt 31ue gRT Fmfed i sl & @l T WAt AT S,
forow FRafafad TodagR &1 <aRT Tfie g, THe:-

@)  SFRIYSGAl TR B g



20h.

21.

@)  URgd MOTHIUE SFRIY & TGS, aul
@ Sy ufdfear & = U ¥ Ui aMcs:

SR b SfgT ARL BT, T81 STUR ek, ad3rd 3Msal, J3Mge! o, TTTHITY i, Wiemge!
AT, SUHRUT UTgaH Taieh ST 3R §-FHargyt ufafshar SeT ST Ufdyror Tat far S|

) SFYHTUA Va1 Tol GRT SHTIVHIUA BRI & AN 61 IQRWG 2 (@n IY 1 fafey & forg fan
ST T 9 SR UTIRIEROT ql/3fdT SFRIYSAr ST gRT Ridrd fHaru, faarg Aue
TUT TRATORYEN BT & fore 37 fafamt & fafafdy uftrar & sFgR U9 Siftiea & wrainT &t
AT & ST b | 39 30 age 7 Ifcaiad Il & o foodll 99 I & fom
SIYHTIMA HfNTRa &1 UTRT el fobdT SITE|

3) U fatad ) 8 iy safd & gaifta & uyra, A &1 5 au & 3@fy sryar faftr SR
SYAT TRT BT GIe HA a1 faf gl & SR SOférd auf & fore JRI& a1 SIeem aut 5
Y DI Ay B T & IR, 378 F of off a1 & g1, R & R TR @ S a1
Iad Al o1 IS & ugTd, bl e Sl I ey & <A 9§ Ay =8t g
31yq foheft geprar faare & forg Suférd & o SrardT 3= el i ger feram Sie |

4) SHFRISHTOR VT Yol gRT AT & Taae & Iae B 1 Wenfiiet sififem, 2000 afga
Teferd faferat o1 urae foear smam|

) 39 fafgm ¥ iy siftvmom af 3 et <ifia 37 fafae & oqur fPafea
B & S1aeig ot AT @

STBATS TATY ATl HRIT GRT ANT BT dhfeud SIRET:-

(1) HTH AT FATIH HiTdhd! ST Al &1 Tgfd ¥ S0+ gRT TG 9 YoadgR], afg
TS AT TS, F T AT BT WIWT P qhal 8, 8 Fufiied Joaagr &
faaru siafifed g, -

%, R gRY = {61 T STharg SMYR Sel df Iugad U Y YRET HRAT;

3. ;ﬁéﬁaﬁmw$mwmwm@m{éﬁaaﬂ§ﬁtﬁa&nﬁﬂ%ﬁ
3 SIcT;

T 3diuws 3R FaRh & s R g et HRars &1,

g YR AR YRS P U T HHaATs TTT I Haidid iR &1 &R

fopeg forelt oft fRUfa o MR AR YR &F YR FoR 3R a3t et & Wi et fovar smeem|

@  SidiwE e SR FaR UR® & SfaRad fedt off ufdd & ary @it & I Tt S|
Rreprad AR a1 faare o & e sty & Susdl & sffey S fasar Sem| 39
faffom & aftfa Sexg & sifafed game af &1 Iua Bt ot od & forw =gY fopan
STE |

CIETURT&T:-

() I8 gEEa &1 for JRime uflieror gRT ORT Sfdfgy, o, fafrae, fifaal, ufsars,
fe=nfAex & 3FEU &1 R G, WIS J9-UgY YT Fa-Hgu, HRITHO a7 Toif-al aut




B JATO Hiewdl SRl Ifed SFrRIYGdl SRS BT e, SfawRa], Jumferd iR
Ufeharaf o ARTuRIE Tad HN AT U1 gRT FYad SRaTuRig Tl o |1 ¥ HRIRT |

()

3)

(4)

()

UIRIRUT Tq AT WIfIHR0T gRT Fgad aarasien & A ¥ 3u-fafad (1) & aghfa
TRIT3MT P TRITe] quT YUTel! Bt SRaTuRIel R TobdT ¢ | VT SRaTuRIe &1 SRR, IHY Ud
TichdT THY-GHY TR U0 gRT Eferd i STt |

TRTORIGT D1 S Tl TRIT GRT UITYDHROT SRIaT WIEh0T gRT SHITGT TUT/3HYdT UIfhRur
N1 Fgaa Toikht &1 aarakien ufshar & SR quf wgaiT Uer fhar SIe qut wifere]or
ST UIRT gRT SHITET quT/ar Fgad Toidl o 3o+t Ufcha, el qut UifdedsRor §
U Yaredt I Tefd ga & e gul ek UgH & S| SRATORIET &1 anTd &l dgd
Teiford TwIT gIRT fovan S|

IR gRT fhdlt IR o1 Fie & RARS bt S R Uifdror Jeftrd i1 4 saas
TSIHRUN qUT/3HUAT 3 fobarepaidl | Heifdd YorT URgd B o [T gl Sl Fab T aul
T eyt @ W e & Faror sryar 3 fafvael & RAfAfdy Prafs o & edem @t o
Hophl |

TS (4) B! frelt 91 & gra gu ot ofR ST & siRid IaTE U 6t wed W ufaga
YT ST fomT, ITfesor dRamusien & SMUR WR Uls s »iadl WR fafad 25(1%) & 3l
PHRATS D FHhdl o

22. STl GR&:-

(M

(1)

)

3)

(4)

SR TRIT TUT HTATHIOM FaT Torell/3AdTTs gRT SR SHRYHUM SRy Bt td
HHY: H13HTS SR/ TATUT o Tl & ol a1 g & 3R fRua a1 yRd # g
FATSS TR Bgl § 30 Fa T IUT fHar S|

URT B &1 Sref 9§ aTex (R w413l I SyHoE Ry WaHR el fbu S| URd
A IR & YU SR Bl PR B b U srRiyebal I wifireror § fagy
STAfT U B |

SFATHTOM JaT Tl WU & STeT g & 1Y 39 339 I Witexur gr1 Ay ufsean
TYT GR& FIYAR & YR QT Yo, YRI& dies A8 1Al THHNATY HHfaeiac!
P RG] BT

SRIYDdl TR SATHEUE JaT Wy & U dad WeRU gRI Iy INTs s
SFITHATOM ) G 1 ITanT mfdesRur gRT ey Iea & foe teay & Wit Fead &
a1 3 foear STe |

SRIYSH ! TR, HFATATUA a1 TSIRT auT Sidias Wit gRT IHd-99d R SRT Guft
fafor, S, grea ifaay, uftsanstt, amet, fafdwn qur foenfd=n &1 sFgrem w3

23. SFRIYTAT TRIT AT ARITATUM a1 Toielt gRT ARMAVH AT S Uga & SigAn:-

(M

ISR gRT UGH &1 T SFRATHAE JfawT & 1T e &1 13 Ugd & BIe- &1 3%, 3
fafawil & sicrfa fFged & T8 8, SFRIywdl TR AT TRTHTUF Jar Torl U8 WeR &
foTT ST SHTde MTYEHRUT BT IR IR Ghell & |



24.

25.

()

S faf ol & Siavid TRER & forg U SFRIY 7 FUe SRd T8 WIfIaRUl gRT SFRIYddl
TRIT 37aT SAYHTOF a1 Toidt § 31del &1 it g, 7 ag FafoRad afga Jarstt & FHafy
Y D I FHIE B P T fobeit 1t siraxdss Aiel B UIiYDHR0T ol Hagy He-

@) YA feRE & ITWRWIT qUT URRE0 & Y srRiydhdl TRIT gRT &I 15
TR JUT 37 faf ot ud ufanstt & SFUR 39 320 § Wit gry fafféy

3 G,

@)  SRIYSAl SR GRT Hed YR TaR YRS 9 SR U 514 TR Uy IR 5
SHTATHTUM 3R & I\IGTT DI AR,

@  Riemd & Fuer, o $1F 8, &1 sifteke;

@ Wi & 9y faar mar dw RueE, ofe o g

@  SHAYHEH AT Tkl gRT WRe fbt SfF & Aree , SHATEros Sar Tolki ol Siue!
Ugd Bl I Jd 30! T RIS ST o1 37 SHATETH Jar Toid! &
AT B o & e gaf I8 < gRfdd st

3 fafvrawl & @y g1 & ud fFrgea &1 8 TeiiR:-

(M

)

3)

(4)

& fafadl & sidifa, 37 fafodl & @] 81 T 98 Fgad &t T IR IudiadT Toit
Q) YAl 3-HaTsd! UGl Toid! (HgU) B! RISl ST TAT SFATATUH Jar Lot
(TUHQ) YT 3-halsdl aT Toidl (PUYY) HI SAfATHOA JaT Toidt AT ST qur ot
ToiRm T qoAT [N, HRd WHR P faTdh
28 SFGRY, 2009 HI ERLEAT W& T-43011/02/2009-VRMH-1 & 3 RIfUd YR
fafy v WIfreRT Sryar T WIfevur o foelt i) & Aen Sififaw & Siavid farg
T gt ey TR gRT SR iy & Iuse, s fafgal qur sy fafed, ifaar,
yfsharaf, SR, Al qur fafReeT & Y 3T 7 8 B ST de gHTdT WA

3u-fafgw (1) ¥ Ifcafad 89 & maeg off Iu-fafom (1) # wefifa farsdt wrgamTa
SRIYDH! TR 3YaT SMRAVHTH JaT Tordt ¥ a9 & urauri, 37 fafaw, wfdeor
gr1 [AfHa =g fafael qur witexor g1 9IRY =Hifa, ufseansll, srifafal, Aame! aur
fAMEHT BT A HRA & Sifarddr gift

3u-fafraw (1) § Ehia foredt Tl gr1 37 fafadt & fAfdy siftmmom Sarstt § faem g
DI 3uen B U & 98 S0 UT UF Td S(UA fbarbardl &t qid SHIf o fou smdeA
TR IR Tl &:

T P T AW H AT JHIG HR TR Tol! 31yaT WfIeRur & fonddt gairast &1 yiae
o1 foar S|

Ju-faffom 3) & 3efia Tat 9o fbu oF ot fRUfd & Jefda dwr ¥ fafaw 23(3)
Ifcarad o1l THU 3tenait o1 ure B o SHfHarfar g |

o 1 fRufar 4 3gand vd Hrars -

(M

39 ST & Siaia Fga foeit TRt sryar SIfRTHITA JaT Toied afe:-



4

(d)

C)

IR GRT IHI-THY R SRY fogl ufraratt, srifaferal, aret, fafdwm srar
=T 7 SruTeH T8l FRdll B;

Sy aur =4 Aol & gIRiEl &1 Iceiad ot &

SR SHRTHETOA Fiemafl &1 NI, SRl ST 3RaT SRTHTOM Tt Yok &
?@%Wﬁﬁﬂﬁaﬁmﬁﬁnﬁﬁ%@%mﬁm@@%ﬁﬁ

3 fafradl & Ie=al T Ui ur gRT SOfard foreil a1 &t TRJd 8l R
Tt §; 3rual

TAIGHRT GRT farddt feror SryaT ST SryaT YT Siyal ARIIKIET & SR JganT
e A B,

@ Wi gRI, 39 ffATH & e @ 9F gt fadt o wRars & ufa fed
UfrpardT & foHT, SFRIeEdl SRIT SRIAT SHTITHTOM HaT Yokl & A Sififad & Jua,
I9Y Gefda fadi vd faffadl &1 Iceed B IR U TRAT 3ryar ol & fosarsandl &1
AT H IR SSTHD HRATs & IUNT YT T 37 IuRT fobu &1 gobal, fSeh ey A
T T YT WITAHR01 o A fhuU U Sigee & fafy a1 18 3|

IY7d b SMUR SMAYHAUH ¥ Hefdd arsfl TuT FareH S FHIR ¥ gd U ST 3raT
Tl ) Tals &1 SfawR YeH faar S|

(1P) O BT TS AU HTThdT TR -

D.

TRIARUT RT YHY-THT W SR uishan, Srifafy, aret, fafesi ar few &
Wﬁgﬂ%ﬁ%,%@ﬁiﬁ%ﬁﬂﬁ%&?ﬁqmwm
TR ST |

fafafése wmaf & sramar frl 3 il & forw afe sMyR Sifhars Tamu
gAY o1 U fEaT ST B |

S fafadl & Sraia TTeRUT gRT SURAT T & Iuasy HH H S d
W{AWR, AT

TIRIPRUT GRT RIY 71T Tl Meror a1 S a1 gdi® a1 ol ORia | WganT
& H 3 hd 6 W

IR, SfIfFTH & 3FTid B S aTel! fordlt 3 PRaTs W UHT STa fomT iR ot smuRifaes
PR Iigd, Ford w98 gae), fAfam, aat 3R fafaml & Susel &1 Soaos & & forw
STHeTE AU HITThd! TRIT TR galcdTe A & ol HeH 3T JobdT g |

T b HRATS B T Yd IR A7 Lo B G O BT SaIR TS fodm SIem|

@ U fafad (1) o deffa it w18 oft erars feet off T a1 99-ugu a1 99-3gu & favg
1t Bt S qHhal g



26.

217.

28.

3)

IR0 GRT JaT¢ THTW fHT M W SRS TR 3RMAT SHAYHAOE JaT Toidl gRT
YR ATH TUT TN BT FaNT, Tt ol Tey quT IRy, HRU 9l & Hit 81, T a1 fosar o
o1 AT I fafAgw 23(2) # Fdlag Ul Aigd JHIUH & 3MTadh gl o Ul UiUHRur
DI TP HAT GHT|

3T -4
SFRTATUH YoaagR 2T iR iftryATE siftea

STRIYATU YIagR ST BT 99 Ug RaIWNq:-

(M

(P)
()
D)

UfeRoT gRT fafaRad qadT d gad SifmHIUM YoagR Sl & Y99 Ud Y@R9d fodr
AT -

Hlemee! sdiep fgd U SIRITHOA SR Sl
U SifergmToE ufafear Ser
MAGHATIIR Bg ATRATATVA ok AES T=gur

e b wfdrepRor gRT fpat oft e A Sifdvme & Iy a1 forddt w1 Twred & fow a1
TeT STeT (TR HeT STel & BIedy) BT HERUI el [l S|

I B 3afe:

(M

)

UIIHRU1 gRT SRATHEUH YHIGR STl b 6 A8 fob 3fafd & forw fovan smeem | uRua & =4
T IR ® SR o1 AW & SRIYHE S YuTe ST HY SFUUH B & 7T QIR e
3R 3% i1 & Ty B U0 gRT Ufehar Fuiid &t S 9 g

34 fafgm (1) # fAffdw 6 A8 3t 3afy & THIty & gzand AYHUN JHIER Sl Bl
BT ST | fobeg, <IAqH I <ArTard o ramed=I TR o ol =arag & SM1e=T W a1 dfad
faare T Gafdd g WR SIIUHUM YoIagR Sl &l SRBIR AT S|

3MYR T YRP GRT THIH:-

(M

YR TR YRP H! SMYRAT BT R P I F gd 3Re&0T fHT o @t 3afyr &
R, fafed wdf aur wieRor grT RuilRa e &1 YTaH A W TR0 & THd
TG UG PR 30 SYTHTOA SR B TR B BT SHABR YT g |

R & AP & oguR, W ¥ qd 3rRemr & 3afd & GRH, 3MUR TR
YRS B U fefiedt sxaaid Tamua sifieka &1 Wity & forg wTieiaswor gR1
ST U Srdl TaTZd TihRH Srdl fNfRd qudh sl Bt Jfay Iuas FRarg
EiksEa

IR, JMfe® Sral ST SifvmH & IWid FufRd Yew & YaE aur
UfehaTafl & SUR YR ek YR dI Sifed TU I gxaeild 3-harsel Srel udsy
HRAT Gl ¢ |




29.

30.

31.

0132.

@) I YR qUT $-dharsdt STeT &I fhdl aafad srar T & WY Trew A8t fhar o
B~

(@) YR TR YR R (IFTEY sifuwom ufsear & AR 3ifierg a1 $-pars<
ST Tefid g, & 3refar fhdlt 3R & 1Y | TR ek YR gRT 3 fefied =u
J gxaTeRd gaTfid SifieRa quT 3-harsdt Sel &1 3= JxTeif & Iry Iren fasan
ST GBI, S 31T Tl 3 TRIT & 1Y 3MYR ek YRD Y Y IR AR e

fb formT e 781 3
@) A H fby T Iusl & 3|
Y - 5
fafae
fove d amg -
(1) URd WDHR & oA EN & A 28 SR, 2009 Pt RREAT T
T-43011/02/2009-VRIRH-1 & A ¥ RUd YRay ARk uga@ iiddRor Spiar

UTIHROT ) RAGT A 4 T TSR U bt SfUaRT srar Siffam & dgd gRT oIkl
Tt RIS, me=T, ufgrany, T qut Hifat srar gwdier fhu Tt Iuehar Io, =R
3aT TfAaNy I9 W1 dF AN IR, 56 aob fob F HFE & Iual TUT 3% dgd dR
fopu Tu aiffTw sryar fafgw & dgd srerid Rig 7 81 I |

@  STUR (3MRvmE) fafFed 2016 & FREA 81d gU o, Saa fafaw & ded forw T el @
I fafFaHl & Sl &I TS HRals & ol g3l AT ST a7 S5 3 fafFadl & dgR
TG & Sf=id fordT Sa|

TP quT Fe=nfAE=n &1 It = @t 2fea aur sfsngal &1 fFRTHRor:-

A Al & SrIuanT sruar Fade § Hefd Al &f WF S SRiar 34 At & srfae o
gl BfeT=al &1 AT B & g, witeRor & U uRuz & U § WSt aut feznfean
SR} A &1 Tfad gRT, o1 uHa fafas & g8 = ghm |

ifori S 3, SHATASI & THEHROT 31fe BT Afeki:-

uTftreRor 39 RAfTAl T s Ut Hifaa, smewn, ufsharsst, At fafAcwn ar 3 cxarasil &l SRt
PR GohdT g g 371 fafgel & sravia Rifdse s siiféra 1 a1 39 Rfaa! &1 gurdt s & forw
I UG 3RS i |

TTaiford e a1 ed A YT ST a1 I HRAT:-

1) ois ¥t Brf ar 91 S 39 fafRTH & dgd WiieRur gRT &1 9 § A1 61 o Yl §, d8
IR0 & Tl UV Tex a1 ifYeRY a1 fosdt 3 safdd gRT 4 &1 51 gaseht ford mnfdresor
ﬁs{férﬁuﬂ%u%m 51 % 3faid foRad &0 H I a1 fa=iy S1e=T gRT efdd 2fadd a1
Tarfod |

10 JfGEHT AT T H-13073/1/2020/3118 -11 (30), fe=ier 29.9.2023 (f&Hie 3.10.2023 F YuTd) gRI Ufay fasar |



@) iR g SrauTRa e Tl ¢ fob Iu-fafaw (1) & sidia forht Wew, siftieest o 3/
Hfad gRI foran T Bis SR a1 91 39 Iu-fafay & gur defifa uamifor fed a1 $a

SEIRGERIEHT
11[***]
[Tt - )
SRIYTdr ST 3t fFgfaa & e urar auds
fafaw 12(2%) 34
1. UL S ©UH UigcHE B ATl 13T 1 FargaR arffepd fvar mar &:

P IS T it

ot 1 &% WBR T I RBR P HATTT T [AHRT T g IRBR T I WPR &
W1 g1 Ao Iushy

goft 2 $HAT T I HAFTIH & i TS d Dls UIABROT

goft 3 TSR 1 X7 H AP Hed D Pl 30 J=IT

9ot 4 ST AFTH, 2013 (2013 BT 18) & dgd HRd H ISR Ihd DHUAT

yuit 5 TqU 91 HgT

2. UUUU S ¥ A Agfad & Yey T Twreft & forw ae-ie ok fa<i Aruds 59 UeR §-
goft fa=ita srdamy AG-IP AULTY

gofit 1, 2 3R . _

3

goft 4 i dF faig anf & fou ceRIed | QRE9R Jal UemdT (TN Sarsf &
o ool & ofuR affe cHefaR | fow ieR U gfwRe aRed
LIqH 100 RIS ¥UY H1 YRS IT JABIEe TR faaol

Y B YRSD, O URAH
AT AT, 1885 (1885 I
13) B YRT 4 & dgd AU U
fror w8, oo U WRa A
AT 100 APl dad

1 SFRTET ST T F-13011/2/2021/31M-11 (2023 FT WA 1), f&A1H 24.2.2023 (THTET feAid 27.2.2023 F) & A1eqH
"3 F" P gel T T SR UGS WA T g-13011/2/2021/31.-11 (2023 BT WeAT 1), feAid 24.2.2023
OHTAT feieh 27.2.2023) T "SI @ DI "SI & GRT UfcRTIUd faar T |

2 gt & B RRGET W TF H-13073/1/2020-3 -1l @), f&6 29.9.2023 murat famtas 3.10.2023) gRI
gfaifud faar



T (Uoditaus) discy 3
oo (e

q

Jcad Ja1 yerdr a1 Red TR,
S U9 Sa1 iR & fou
WA YR WR W Acad
FHfefad § ok foraes o uRa o
AT 100 THUTAT draf 3

goft 5

T HIIYHU YHdER AFcs o
foo OifYeor gRT THO-gHg W
YT BT S, Bt gfcf e aran
TgU g1 HgU|




THE AADHAAR (AUTHENTICATION AND OFFLINE VERIFICATION)
REGULATIONS, 2021t

[Updated as on 23.10.2023]

In exercise of the powers conferred by sub-section (1), and sub-clauses (a), (ba), (ca),
(cb), (), (fa), (fb) and (w) of sub-section (2) of Section 54 of the Aadhaar (Targeted Delivery
of Financial and Other Subsidies, Benefits and Services) Act 2016 as amended vide the
Aadhaar and Other Laws (Amendment) Act, 2019 (No. 14 of 2019) and in supersession of the
Aadhaar (Authentication) Regulations, 2016 except as respects things done or omitted to be
done before such supersession, the Unique Identification Authority of India, hereby makes the
following regulations, namely:—

CHAPTER I
PRELIMINARY

1. Short title and commencement.—(1) These regulations may be called the Aadhaar
(Authentication and Offline Verification) Regulations, 2021.

(2) These regulations shall come into force on the date of their publication in the Official
Gazette.

2. Definitions.—(1) In these regulations, unless the context otherwise requires,—

(@ “Act” means the Aadhaar (Targeted Delivery of Financial and Other Subsidies,
Benefits and Services) Act 2016;

(aa) “Aadhaar number” means an identification number issued to an individual under
sub-section (3) of section 3 of Aadhaar Act, and includes any alternative virtual
identity generated under sub-section (4) of that section;

’[(ab) “Aadhaar Letter” means a document for conveying the Aadhaar number to a
resident;]

(b) “Aadhaar number holder” means an individual who has been issued an Aadhaar
number under the Act;

(ba) “Aadhaar Number Capture Service Token or ANCS Token” means an encrypted
number generated for an Aadhaar number by the Authority for completion of an
authentication transaction. ANCS Token shall be valid for a short period of time as
prescribed by the Authority;

(bb) “Aadhaar Paperless Offline e-KYC” means a digitally signed document generated
by the Authority containing last 4 digits of Aadhaar number, demographic data like

! Published in the Gazette of India, Extraordinary, Part 111, Section 4, No. 542, dated 9.11.2021, vide notification
No0.K-11020/240/2021/Auth/UIDAI (No. 2 of 2021), dated 8.11.2021, and subsequently amended vide
notification No. K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022), No. HQ-
13011/240/2021-AUTH-1I (No. 01 of 2023) dated 24.2.2023 (w.e.f. 27.2.2023) and No. HQ-13073/1/2020-
AUTH.II (E), dated 29.9.2023 (w.e.f. 3.10.2023).

2Ins. by notification No.K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022).



(bc)

*[(bd)

(©)

(d)

(€)

()

(9)

(h)

(ia)

name, address, gender, and date of birth, and photograph of the Aadhaar number
holder etc.;

“Aadhaar Secure QR Code” means a quick response code generated by the
Authority which contains digitally signed data like last 4 digits of Aadhaar number,
demographic data like name, address, gender, and date of birth, and photograph of
the Aadhaar number holder etc.;

“Aadhaar PVC Card” means a Polyvinyl Chloride Card (PVC), issued by the
Authority upon payment of prescribed charges, which has Aadhaar number,
demographic information and photograph of an Aadhaar number holder printed on
it along with Aadhaar Secure QR code and is equivalent to paper-based Aadhaar
Letter;]

“Authentication” means the process by which the Aadhaar number along with
demographic information or biometric information of an individual is submitted to
the Central Identities Data Repository for its verification and such Repository
verifies the correctness, or the lack thereof, on the basis of information available
with it;

“Authentication facility” means the facility provided by the Authority for
authenticating the Aadhaar number along with demographic information or
biometric information of an Aadhaar number holder through the process of
authentication, by providing a Yes/ No response or e-KYC data, as applicable;

“Authentication record” means the record of the time of authentication and identity
of the requesting entity and the response provided by the Authority thereto;

“Authentication Service Agency” or “ASA” shall mean a licensed entity providing
necessary infrastructure for ensuring secure network connectivity and related
services for enabling a requesting entity to perform authentication using the
authentication facility provided by the Authority;

“Authentication User Agency” or “AUA” means a requesting entity that uses the
Yes/ No authentication facility provided by the Authority;

“Authority” means the Unique lIdentification Authority of India established under
sub-section (1) of section 11 of the Act;

“Central Identities Data Repository” or “CIDR” means a centralised database in
one or more locations containing Aadhaar numbers issued to Aadhaar number
holders along with the corresponding demographic information and biometric
information of such individuals and other information related thereto;

“child” means a person who has not completed eighteen years of age;

4[(ib) “Digital signature” means digital signature as defined in clause (p) of sub-section

(1) of Section 2 of the Information Technology Act, 2000 (21 of 2000);

3Ins. by notification No.K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022).
*Ins. by notification No.K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022).



(ic) “e-Aadhaar” means a password protected electronic copy of Aadhaar letter, which
is digitally signed by the Authority and can be downloaded from the official
website or mobile application of the Authority;]

()  “e-KYC authentication facility” means a type of authentication facility in which
the biometric information and/or OTP and Aadhaar number securely submitted
with the consent of the Aadhaar number holder through a requesting entity, is
matched against the data available in the CIDR, and the Authority returns a
digitally signed response containing e-KYC data along with other technical details
related to the authentication transaction;

(k) “e-KYC data” means full or limited demographic information and/or photograph of
an Aadhaar number holder. The e-KYC data may contain full or masked Aadhaar
number;

() “e-KYC User Agency” or “KUA” shall mean a requesting entity which, in addition
to being an AUA, uses e-KYC authentication facility provided by the Authority;

°[(la) “mAadhaar” means the official mobile application developed by the Authority to
provide an interface to Aadhaar Number holders to carry their Aadhaar details as
registered with CIDR which inter alia includes Aadhaar number along with
demographic information and photograph of the Aadhaar number holder;]

(m) “License Key” is the key generated by a requesting entity as per the process laid
down by the Authority;

(ma) “Offline Verification” means the process of verifying the identity of the Aadhaar
number holder without authentication, through such offline modes as may be
specified by regulations;

(mb) “Offline Verification Seeking Entity” or “OVSE” means any entity desirous of
undertaking offline verification of an Aadhaar number holder;

(mc) “Offline Aadhaar Data” means the data relating to offline Aadhaar verification,
having characteristics as specified by the Authority from time to time including the
requirement of masking Aadhaar numbers before storing;

(n)  “PID Block” means the Personal Identity Data element which includes necessary
demographic and/or biometric and/or OTP collected from the Aadhaar number
holder during authentication;

(na) “Registered Devices” means biometric devices that are registered with the
Authority;

(0) “Requesting entity” means an agency or person that submits the Aadhaar number,
and demographic information or biometric information, of an individual to the
Central Identities Data Repository for authentication;

®Ins. by notification No.K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022).



(0oa) “Sub-AUA” means a requesting entity that uses the Yes/ No authentication facility
provided by the Authority through an existing AUA;

(ob) “Sub-KUA” means a requesting entity that uses e-KYC authentication facility
provided by the Authority through an existing KUA;

(oc) “UID Token” means a 72-character alphanumeric string generated by the Authority
mapped to the Aadhaar number and specific to a requesting entity;

(od) “Virtual Identifier” means an interchangeable 16-digit random number mapped
with the Aadhaar number of the Aadhaar number holder; and

(p) “Yes/No authentication facility” means a type of authentication facility in which
the identity information and Aadhaar number securely submitted with the consent
of the Aadhaar number holder through a requesting entity, is then matched against
the data available in the CIDR, and the Authority responds with a digitally signed
response containing “Yes” or “No”, along with other technical details related to the
authentication transaction, but no identity information.

(2) Words and expressions used and not defined in these regulations shall have the meaning
assigned thereto under the Act or under the rules or regulations made there under or under the
Information Technology Act 2000.

CHAPTER II
AADHAAR AUTHENTICATION FRAMEWORK

3. Types of Authentication Facilities. —There shall be two types of authentication facilities
provided by the Authority, namely-

(i) Yes/No authentication facility, which may be carried out using any of the modes
specified in regulation 4(2); and

(if) e-KYC authentication facility, which may be carried out only using OTP and/ or
biometric authentication modes as specified in regulation 4(2).

3A. Types of Offline Verification.—1. There shall be following types of Offline
Verification services provided by the Authority, namely-

(i) QR Code verification,

(ii) Aadhaar Paperless Offline e-KYC verification,

(iii) e-Aadhaar verification,

(iv) Offline Paper based verification, and

(v) Any other type of Offline verification introduced by the Authority from time to time.

Offline Verification as above may be carried out by the entity as per the specifications given
by the Authority from time to time.

2. The Authority shall provide various means to download QR Code, e-Aadhaar or Aadhaar
Paperless Offline e-KYC through website, mobile application or other means.



4. Modes of Authentication.—(1) An authentication request shall be entertained by the
Authority only upon a request sent by a requesting entity electronically in accordance with
these regulations and conforming to the specifications laid down by the Authority.

(2) Authentication may be carried out through the following modes:

(a) Demographic authentication: The Aadhaar number and demographic information of
the Aadhaar number holder obtained from the Aadhaar number holder is matched
with the demographic information of the Aadhaar number holder in the CIDR.

(b) One-time pin based authentication: A One Time Pin (OTP), with limited time
validity, is sent to the mobile number and/ or e-mail address of the Aadhaar number
holder registered with the Authority, or generated by other appropriate means. The
Aadhaar number holder shall provide this OTP along with his Aadhaar number during
authentication and the same shall be matched with the OTP generated by the
Authority.

(c) Biometric-based authentication: The Aadhaar number and biometric information
submitted by an Aadhaar number holder are matched with the biometric information
of the said Aadhaar number holder stored in the CIDR. This may be fingerprints-
based or iris-based authentication or other biometric modalities based on biometric
information stored in the CIDR.

(d) Multi-factor authentication: A combination of two or more of the above modes may
be used for authentication.

(3) A requesting entity may choose suitable mode(s) of authentication from the modes
specified in sub26 regulation (2) for a particular service or business function as per its
requirement, including multiple factor authentication for enhancing security.

4A. Virtual Identity number (VID).—(1) Authority shall provide an alternate identification
number mapped with Aadhaar number for the purpose of authentication.

(2) Aadhaar number holder may generate or retrieve his/her VID through UIDAI website,
SMS, mobile application, eAadhaar download and any other means as provided by Authority
from time to time.

(3) The Aadhaar number holder may use VID in lieu of Aadhaar number for online
authentication or e-KYC.

(4) No entity shall store Virtual ID in its system.

5. Information to the Aadhaar number holder.—(1) At the time of authentication or
Offline Verification, a requesting entity or Offline Verification Seeking Entity (OVSE)
respectively shall inform the Aadhaar number holder or in case of a child, inform the parent
or guardian, of the following details: -

(a) the nature of information that will be shared by the Authority upon authentication
with the requesting entity;



(b) the uses to which the information received during authentication or offline
verification may be put; and

(c) alternate and viable means of submission of identification and that no service to the
resident will be denied for refusing to, or being unable to, undergo authentication or
offline verification.

(2) A requesting entity shall ensure that the information referred to in sub-regulation (1)
above is provided to the Aadhaar number holder in local language as well.

(3) A requesting entity or OVSE shall ensure that the no service is denied to any resident for
refusing to or being unable to undergo authentication or offline verification provided that the
resident is able to identify himself through a viable alternative means as suggested by the
requesting entity under sub-regulation (1) (c) above.

6. Consent of the Aadhaar number holder.—(1) After communicating the information in
accordance with Regulation 5, a requesting entity or Offline Verification Seeking Entity
(OVSE) shall obtain the consent of the Aadhaar number holder or in case of a child, the
consent of the parent or guardian of the child for the authentication or verification.

(2) A requesting entity or OVSE shall obtain the consent referred to in sub-regulation (1)
above in physical or preferably in electronic form and maintain logs or records of the consent
obtained in the manner and form as may be specified by the Authority for this purpose.

7. Capturing of biometric information by requesting entity.—(1) A requesting entity shall
capture the biometric information of the Aadhaar number holder using certified biometric
devices as per the processes and specifications laid down by the Authority.

(1a) All biometric devices used for authentication shall be Registered Devices as per the
standards specified by the Authority from time to time.

(1b) All the biometric devices shall be registered with the server of the requesting entity.

(2) A requesting entity shall necessarily encrypt and secure the biometric data at the time of
capture as per the specifications laid down by the Authority.

(3) For optimum results in capturing of biometric information, a requesting entity shall adopt
the processes as may be specified by the Authority from time to time for this purpose.

8. Devices, client applications, etc. used in authentication.—(1) All devices and equipment
used for authentication shall be certified as required and as per the specifications issued, by
the Authority from time to time for this purpose.

(2) The client applications i.e. software used by requesting entity for the purpose of
authentication, shall conform to the standard APIs and specifications laid down by the
Authority from time to time for this purpose.

9. Process of sending authentication requests.—(1) After collecting the Aadhaar number or
any other identifier provided by the requesting entity which is mapped to Aadhaar number
and necessary demographic and / or biometric information and/ or OTP from the Aadhaar
number holder, the client application shall immediately package and encrypt these input



parameters into PID block before any transmission, as per the specifications laid down by the
Authority, and shall send it to server of the requesting entity using secure protocols as may be
laid down by the Authority for this purpose.

(2) After validation, the server of a requesting entity shall pass the authentication request to
the CIDR, through the server of the Authentication Service Agency as per the specifications
laid down by the Authority. The authentication request shall be digitally signed by the
requesting entity and/or by the Authentication Service Agency, as per the mutual agreement
between them.

(3) Based on the mode of authentication request, the CIDR shall validate the input parameters
against the data stored therein and return a digitally signed Yes or No authentication
response, or a digitally signed e-KY C authentication response with encrypted e-KYC data, as
the case may be, along with other technical details related to the authentication transaction.

(4) In all modes of authentication, the Aadhaar number is mandatory and is submitted along
with the input parameters specified in sub-regulation (1) above such that authentication is
always reduced to a 1:1 match.

(5) A requesting entity shall ensure that encryption of PID Block takes place at the time of
capture on the authentication device as per the processes and specifications laid down by the
Authority.

10. Notification/Acknowledgement of authentication or offline verification to Aadhaar
number holder.—(1) The Aadhaar number holder shall be notified by the requesting entity
about any authentication, through email and/or SMS and/or other digital means and/or paper
based acknowledgement about success or failure of authentication on each request. Such
notification/acknowledgement shall include requesting entity's name, date and time of
authentication, auth response code, last 4 digits of Aadhaar number and purpose of
authentication, as the case may be.

(2) The Aadhaar number holder shall be notified by the OVSE about any offline verification,
through email and/or SMS and/or other digital means and/or paper based acknowledgement
about success or failure of offline verification on each request.

(3) In case of authentication failure the requesting entity should, in clear and precise
language, inform the resident about the reasons of authentication failure such as
Suspended/Cancelled Aadhaar or Biometric/Aadhaar Locking.

11. Biometric locking.—(1) The Authority may enable an Aadhaar number holder to
permanently lock his biometrics and temporarily unlock it when needed for biometric
authentication.

(2) All biometric authentication against any such locked biometric records shall fail with a
“No” answer with an appropriate response code.

(3) An Aadhaar number holder shall be allowed to temporarily unlock his biometrics for
authentication, and such temporary unlocking shall not continue beyond the time period
specified by the Authority or till completion of the authentication transaction, whichever is
earlier.



(4) The Authority may make provisions for Aadhaar number holders to remove such
permanent locks at any point in a secure manner.

11A. Aadhaar locking.—(1) The Authority shall enable an Aadhaar number holder to lock
his/her Aadhaar number and unlock it when needed for authentication.

(2) All authentication requests using Aadhaar number against any such locked Aadhaar
number shall result with a “No” answer with an appropriate response code.

(3) In case of a locked Aadhaar, the Authority will allow the resident to authenticate using
Virtual ID or other means.

CHAPTER III

APPOINTMENT OF REQUESTING ENTITIES AND
AUTHENTICATION SERVICE AGENCIES

12. Appointment of Requesting Entities and Authentication Service Agencies.—°[(1) An
agency or other person seeking appointment as a requesting entity for use of an
Authentication facility shall apply to the Authority for appointment, in such form as the
Authority may provide upon request made to it by such agency or person:

Provided that such agency or person, on appointment as requesting entity, shall
perform authentication only for such purpose as is—

(a) allowed under sub-section (4) or required under any law as referred to in sub-
section (7) of section 4 of the Act; or

(b) required by the Central Government or a State Government under section 7 of the
Act.]

(1A) Requesting entity and ASA shall meet technical and security criteria as specified by the
Authority from time to time.

[(2) An entity seeking appointment as an ASA for use of an Authentication facility shall
apply to the Authority for appointment, in such form as the Authority may provide upon
request made to it by such entity.

(2A) The entity seeking appointment as ASA shall fulfil the criteria specified in Schedule A.]

®Substituted vide notification No. HQ-13073/1/2020-AUTH.II(E), dated 29.9.2023 for regulation 12(1) (w.e.f.
3.10.2023). Regulation 12(1), before substitution, stood as under:
“(1) Agencies seeking to become requesting entities to use the authentication facility provided by the
Authority shall apply for appointment as requesting entities in accordance with the procedure as may be
specified by the Authority for this purpose from time to time provided that the purpose, for which
authentication services are required, is permitted under the provisions of Sections 4(4) (b) (i) or 4(4) (b) (ii)
or 4(7) or 7 of the Act.”
"Subs. vide notification No. HQ-13073/1/2020-AUTH.II(E), dated 29.9.2023 (w.e.f. 3.10.2023), for regulation
12(2). Regulation 12(2), before substitution, stood as under:
“(2) Entities seeking appointment as Authentication Service Agencies shall apply for appointment to the
Authority in accordance with the procedure as may be specified by the Authority for this purpose. Only
those entities that fulfill the criteria laid down in [Schedule A] are eligible to apply. The Authority may by
order, amend [Schedule A] from time to time so as to modify the eligibility criteria.”



(3) The Authority may require the applicant to furnish further information or clarifications,
regarding matters relevant to the activity of such a requesting entity or Authentication Service
Agencies, as the case may be, which may otherwise be considered necessary by the
Authority, to consider and dispose of the application.

(4) The applicant shall furnish such information and clarification to the satisfaction of the
Authority, within the time as may be specified in this regard by the Authority.

(5) While considering the application, the information furnished by the applicant and its
eligibility, the Authority may verify the information through physical verification of
documents, infrastructure, and technological support which the applicant is required to have.

(6) After verification of the application, documents, information furnished by the applicant
and its eligibility, the Authority may:

a. approve the application for requesting entity or Authentication Service Agency, as the
case may be; and

b. enter into appropriate agreements with the entity or agency incorporating the terms and
conditions for use by requesting entities of the Authority's authentication facility, or
provision of services by ASAs, including damages and disincentives for non-
performance of obligations.

(7) The Authority may from time to time, determine the fees and charges payable by entities
during their appointment, including application fees, annual subscription fees and fees for
individual authentication transactions.

(8) The Authority may from time to time, determine requesting entities which may be
allowed to store Aadhaar number or masked Aadhaar number.

(9) The Authority may from time to time, determine the data fields to be provided as part of
e-KYC response to particular requesting entities.

(10) The Authority may from time to time, determine if requesting entities will be allowed to
perform authentication using Aadhaar number or Virtual ID or UID Token or ANCS or any
other identifier.

13. Procedure where application for appointment is not approved.—(1) In the event an
application for appointment of requesting entity, Authentication Service Agency, as the case
may be, does not satisfy the requirements specified by the Authority, the Authority may reject
the application.

(2) The decision of the Authority to reject the application shall be communicated to the
applicant in writing within thirty days of such decision, stating therein the grounds on which
the application has been rejected.

(3) Any applicant, aggrieved by the decision of the Authority, may apply to the Authority,
within a period of thirty days from the date of receipt of such intimation for reconsideration
of its decision.

(4) The Authority shall reconsider an application made by the applicant and communicate its
decision thereon, as soon as possible in writing.



14. Roles and responsibilities of requesting entities.—(1) A requesting entity shall have the
following functions and obligations:

(a)

(b)

(©)

establish and maintain necessary authentication related operations, including own
systems, processes, infrastructure, technology, security, etc., which may be
necessary for performing authentication;

establish network connectivity with the CIDR, through an ASA duly approved by
the Authority, for sending authentication requests;

ensure that the network connectivity between authentication devices and the CIDR,
used for sending authentication requests is in compliance with the standards and
specifications laid down by the Authority for this purpose;

(ca) ensure that the Aadhaar number/Virtual ID/ANCS Token provided by the resident

for authentication request shall not be retained by the device operator or within the
device or at the AUA server(s);

(cb) ensure that the provision of authentication using Virtual ID is provided;

(d)

(€)

()

(9)

employ only those devices, equipment, or software, which are duly registered with
or approved or certified by the Authority or agency specified by the Authority for
this purpose as necessary, and are in accordance with the standards and
specifications laid down by the Authority for this purpose;

monitor the operations of its devices and equipment, on a periodic basis, for
compliance with the terms and conditions, standards, directions, and specifications,
issued and communicated by the Authority, in this regard, from time to time,

ensure that persons employed by it for performing authentication functions, and for
maintaining necessary systems, infrastructure and processes, possess requisite
qualifications for undertaking such works.

keep the Authority informed of the ASAs with whom it has entered into agreements;

(ga) obtain approval from the Authority before appointing any third party entity as Sub-

(h)

(i)

)

AUA/Sub-KUA.

ensure that its operations and systems are audited by information systems auditor
certified by a recognised body on an annual basis to ensure compliance with the
Authority's standards and specifications and the audit report should be shared with
the Authority upon request;

implement exception-handling mechanisms and back-up identity authentication
mechanisms to ensure seamless provision of authentication delivery of services to
the residents;

in case of any investigation involving authentication related fraud(s) or dispute(s), it
shall extend full cooperation to the Authority, or any agency appointed or authorised
by it or any other authorised investigation agency, including, but not limited to,
providing access to their premises, records, personnel and any other relevant
resources or information as well to assist the Authority in disseminating information



to the general public about any Aadhaar data related fraud to enable Aadhaar
number holders to evaluate whether they were victims of the fraud and take remedial
action;

(k) in the event the requesting entity seeks to integrate its Aadhaar authentication system
with its local authentication system, such integration shall be carried out in
compliance with standards and specifications issued by the Authority from time to
time;

(I) shall inform the Authority of any misuse of any information or systems related to the
Aadhaar framework or any compromise of Aadhaar related information or systems
within their network. If the requesting entity is a victim of fraud or identifies a fraud
pattern through its fraud analytics system related to Aadhaar authentication, it shall
share all necessary details of the fraud with the Authority as well as to affected
Aadhaar number holders without undue delay;

(m) shall be responsible for the authentication operations and results, even if it sub-
contracts parts of its operations to third parties. The requesting entity is also
responsible for ensuring that the authentication related operations of such third party
entities comply with Authority standards and specifications and that they are
regularly audited by approved independent audit agencies;

(ma) may agree upon the authentication charges for providing authentication services to
its customer, with such customer, and the Authority shall have no say in this respect,
for the time being; however, the Authority's right to prescribe a different mechanism
in this respect in the future shall be deemed to have been reserved;

(mb) Aadhaar numbers collected through physical forms or photocopies of Aadhaar letters
shall be masked by the requesting entity by redacting the first 8 digits of the Aadhaar
number before storing the physical copies.

(n) shall, at all times, comply with any contractual terms and all rules, regulations,
policies, manuals, procedures, specifications, standards, and directions issued by the
Authority, for the purposes of using the authentication facilities provided by the
Authority.

(o) shall take specific permission of the Authority and sign appropriate agreement with
the Authority, if requiring storage of Aadhaar number for non-authentication
purposes. Aadhaar number shall be stored in a secure manner as specified by the
Authority from time to time

(p) extend full co-operation to the Authority for any mass awareness programmes that
the Authority may undertake to sensitize Aadhaar number holders about the nature
of data being used in authentication, the scope of misuse as well as steps to protect
against such misuse or fraud.

14A. Obligations of Offline Verification Seeking Entities.—(1) An OVSE shall have the
following obligations: -



(a)

ensure compliance of Aadhaar Act and Regulations framed thereunder as well as
relevant policies, manuals, procedures, specifications, standards, and directions
issued by the Authority;

(b) shall not collect, use or store Aadhaar number or biometric information of any

(©)

(d)

(€)

()

individual for any purpose or share offline Aadhaar data with any other entity except
in accordance with the Act and Regulations framed thereunder;

in case of any investigation involving Aadhaar data related fraud(s) or dispute(s), it
shall extend full cooperation to the Authority, or any agency appointed or authorised
by it or any other authorised investigation agency, including, but not limited to,
providing access to their premises, records, personnel and any other relevant
resources or information as well to assist the Authority in disseminating information
to the general public about any Aadhaar data related fraud to enable Aadhaar
number holders to evaluate whether they were victims of the fraud and take remedial
action;

shall inform the Authority, without undue delay and in no case beyond 72 hours
after having knowledge of misuse of any information or systems related to the
Aadhaar framework or any compromise of Aadhaar related information. If the
OVSE s a victim of fraud or identifies a fraud pattern through its fraud analytics
system related to Offline Verification, it shall share all necessary details of the fraud
with the Authority as well as to affected Aadhaar number holders without undue
delay;

shall be responsible for the Offline Verification operations and results, even if it sub-
contracts parts of its operations to third parties. Further, the OVSE is responsible for
ensuring that the Offline Verification related operations of such third-party entities
comply with the Authority standards and specifications;

extend full co-operation to the Authority for any mass awareness programmes that
the Authority may undertake to sensitize Aadhaar number holders about the nature
of data being used in offline verification, the scope of misuse as well as steps to
protect against such misuse or fraud.

15. Use of Yes/ No authentication facility.—(1) A requesting entity may use Yes/ No
authentication facility provided by the Authority for verifying the identity of an Aadhaar
number holder for its own use or on behalf of other agencies.

(2) A requesting entity may permit any other agency or entity to perform Yes/ No
authentication by generating and sharing a separate license key for every such entity through
the portal or any other mechanism provided by the Authority to the said requesting entity. For
the avoidance of doubt, it is clarified that such sharing of license key is only permissible for
performing Yes/ No authentication, and is prohibited in case of e-KYC authentication.

(3) Such agency or entity:

a. shall not further share the license key with any other person or entity for any purpose;
and



b. shall comply with all obligations relating to personal information of the Aadhaar
number holder, data security and other relevant responsibilities that are applicable to
requesting entities.

(3A) AUAS/KUAS/Sub-AUAS/Sub-KUAS shall use their client application for Aadhaar
authentication which shall be digitally signed by the requesting entity.

(4) It shall be the responsibility of the requesting entity to ensure that any entity or agency
with which it has shared a license key, complies with the provisions of the Act, regulations,
processes, standards, guidelines, specifications and protocols of the Authority that are
applicable to the requesting entity.

(5) The requesting entity shall be jointly and severally liable, along with the entity or agency
with which it has shared a license key, for non-compliance with the regulations, processes,
standards, guidelines and protocols of the Authority.

16. Use of e-KYC authentication facility.—(1) A KUA may use the e-KYC authentication
facility provided by the Authority for obtaining the e-KYC data of the Aadhaar number
holder for its own purposes.

(2) A KUA shall obtain specific permission from the Authority by submitting an application
for sharing of e-KYC data with Sub-KUA and such data may be shared in encrypted form as
per the guidelines issued by the Authority from time to time, with specific consent of
Aadhaar number holder.

(3) The Sub-KUA with whom the KUA has shared the e-KYC data of the Aadhaar number
holder shall not share it further with any other entity or agency.

(4) The Aadhaar number holder may, at any time, revoke consent given to a KUA/Sub-KUA
for storing his e-KYC data, and upon such revocation, the KUA/Sub-KUA shall delete the e-
KYC data in a verifiable manner and provide an acknowledgement of the same to the
Aadhaar number holder.

(5) In addition to the restriction on further sharing contained in sub-regulation (3), all other
obligations relating to the personal information of the Aadhaar number holder, data security
and other relevant responsibilities applicable to requesting entities, shall also apply to the
Sub-KUA with whom e-KYC data has been shared in accordance with this regulation 16.

(6) The KUA shall maintain auditable logs of all such transactions where e-KYC data has
been shared with Sub- KUAs, for a period specified by the Authority.

16A. Use of Offline Verification facility.—(1) An OVSE may use the Offline Verification
facility provided by the Authority for obtaining the offline Aadhaar data of the Aadhaar
number holder only for the purpose specified to the Aadhaar number holder at the time of
verification.

(2) No entity shall perform Offline Verification on behalf of another entity or person.

(3) An OVSE may store, with consent of the Aadhaar number holder, offline Aadhaar data of
the Aadhaar number holder, received upon Offline Verification, securely as per the guidelines
issued by the Authority from time to time.



(4) The Aadhaar number holder may, at any time, revoke consent given to an OVSE for
storing his/her offline Aadhaar data, and upon such revocation, the OVSE shall delete the
offline Aadhaar data in a verifiable manner and provide an acknowledgement of the same to
the Aadhaar number holder.

(5) The Authority in cases of default or breach or change in law or any other circumstance as
may be deemed appropriate by it, may direct the OVSE to discontinue the use of Offline
Verification services.

8[16B. Manner of voluntary use of Aadhaar number.—(1) An Aadhaar number holder
may, in accordance with sub-section (3) of section 4 of the Act, voluntarily use the Aadhaar
number in physical form, including Aadhaar letter (or copy thereof) or printed e-Aadhaar or
Aadhaar PVC Card for a lawful purpose for establishing his identity by way of offline
verification and the OVSE shall verify the printed details on Aadhaar letter or printed e-
Aadhaar or Aadhaar PVC card with digitally signed Aadhaar Secure QR codel2.

(2) An Aadhar number holder may, in accordance with sub-section (3) of section 4 of the Act,
voluntarily use the Aadhaar number in electronic form, including e-Aadhaar or Aadhaar
Paperless Offline e-KYC (XML) or m-Aadhaar for a lawful purpose for establishing his
identity by way of offline verification and the Offline Verification Seeking Entity shall verify
the digital signature.

(3) An Aadhaar number holder may, in accordance with sub-section (3) of section 4 of the
Act, voluntarily use the Aadhaar number in electronic form by way of authentication for a
lawful purpose for establishing his identity by way of Yes/No or eKY C authentication facility
through an authorized requesting entity.

16C. Conditions for accepting an Aadhaar number as proof of identity of the Aadhaar
number holder.—(1) No Offline Verification Seeking Entity shall accept Aadhaar number,
in physical or electronic form (without authentication), as a proof of identity for a lawful
purpose, without first verifying the digital signature of the Authority as provided in the
Aadhaar secure QR Code on Aadhaar Letter or e-Aadhaar or m-Aadhaar or Aadhaar
Paperless Offline e-KYC (XML), as the case may be.

(2) No requesting entity shall accept Aadhaar number as a proof of identity of the Aadhaar
number holder, in electronic form by way of authentication, unless it is for a lawful purpose
which is in conformity with the relevant provisions of the Act and only with the informed
consent of the Aadhaar number holder and in a manner as provided in these Aadhaar
(Authentication and Offline Verification) Regulations, 2021.]

17. Obligations relating to use of identity information by requesting entity.—(1) A
requesting entity shall ensure that:

8 Ins. by notification No. K-11020/240/2021/Auth/UIDAI (No. 1 of 2022), dated 4.2.2022 (w.e.f. 4.2.2022).



(a) the core biometric information collected from the Aadhaar number holder is not
stored, shared or published for any purpose whatsoever, and no copy of the core
biometric information is retained with it;

(b) the core biometric information collected is not transmitted over a network without
creation of encrypted PID block which can then be transmitted in accordance with
specifications and processes laid down by the Authority.

(c) the encrypted PID block is not stored, unless it is for buffered authentication where it
may be held temporarily on the authentication device for a short period of time, and
that the same is deleted after transmission;

(d) identity information received during authentication is only used for the purpose
specified to the Aadhaar number holder at the time of authentication, and shall not be
disclosed further, except with the prior consent of the Aadhaar number holder to
whom such information relates.

(e) the identity information of the Aadhaar number holders collected during
authentication and any other information generated during the authentication process
is kept confidential, secure and protected against access, use and disclosure not
permitted under the Act and its regulations;

(F) the private key used for digitally signing the authentication request and the license
keys are kept secure and access controlled; and

(9) all relevant laws and regulations in relation to data storage and data protection relating
to the Aadhaarbased identity information in their systems, that of their agents (if
applicable) and with authentication devices, are complied with.

18. Maintenance of logs by requesting entity.—(1) A requesting entity shall maintain logs
of the authentication transactions processed by it, containing the following transaction details,
namely: -

(a) specified parameters of authentication request submitted excluding Aadhaar number,
Virtual ID, ANCS Token or UID token;

(b) specified parameters received as authentication response including full Aadhaar
number or masked Aadhaar, as the case may be;

(c) the record of disclosure of purpose for which the authentication was performed, to
the Aadhaar number holder or parent or guardian, in case of a child, at the time of
authentication; and

(d) record of consent of the Aadhaar number holder, or parent or guardian, in case of a
child, for authentication, but shall not, in any event, retain the PID information.

(2) The logs of authentication transactions shall be maintained by the requesting entity for a
period of 2 (two) years, during which period an Aadhaar number holder shall have the right
to access such logs, in accordance with the procedure as may be specified.

(3) Upon expiry of the period specified in sub-regulation (2), the logs shall be archived for a
period of five years or the number of years as required by the laws or regulations governing



the entity, whichever is later, and upon expiry of the said period, the logs shall be deleted
except those records required to be retained upon the order of a court not inferior to that of a
Judge of a High Court or required to be retained for any pending disputes.

(4) The requesting entity shall not share the authentication logs with any person other than
the concerned Aadhaar number holder upon his/her request or for grievance redressal and
resolution of disputes or upon the order of a court not inferior to that of a Judge of a High
Court. The authentication logs shall not be used for any purpose other than those stated in this
sub-regulation.

(5) The requesting entity shall comply with all relevant laws, rules and regulations, including,
but not limited to, the Information Technology Act, 2000 and the Evidence Act, 1872, for the
storage of logs.

(6) The obligations relating to authentication logs as specified in these regulations shall
continue to remain in force despite termination of appointment in accordance with these
regulations.

19. Roles, responsibilities and code of conduct of Authentication Service Agencies.—An
Authentication Service Agency shall have the following functions and obligations:-

(a) provide secured connectivity to the CIDR to transmit authentication request from a
requesting entity in the manner as may specified by the Authority for this purpose;

(b) perform basic compliance and completeness checks on the authentication data
packet before forwarding it to CIDR;

(c) on receiving the response from CIDR, transmit the result of the transaction to the
requesting entity that has placed the request;

(d) only engage with the requesting entities approved by the Authority and keep the
Authority informed of the list of requesting entities that it serves;

(e) communicate to the Authority, all relevant information pertaining to any agreement
that it may enter into with a requesting entity;

(f) ensure that the persons employed by it for performing authentication and for
maintaining necessary systems, infrastructure, processes, etc., possess requisite
qualifications for undertaking such works;

(g) ensure that its operations are audited by an information systems auditor certified by
a recognized body on an annual basis, and provide a certified audit report, to the
Authority, confirming its compliance with the policies, processes, procedures,
standards, or specifications, issued by the Authority in this regard, from time to time;

(h) ensure that all infrastructure and operations including systems, processes, devices,
software and biometric infrastructure, security, and other related aspects, are in
compliance with the standards and specifications as may specified by the Authority
for this purpose;



(1) at all times, comply with directions, specifications, etc. issued by the Authority, in
terms of network and other Information Technology infrastructure, processes,
procedures, etc.

(1) comply with all relevant laws and regulations relating, in particular, to data security
and data management;

(k) any value added service that an ASA provides to a requesting entity under a contract
shall not form part of the Aadhaar authentication process;

(I) shall be responsible to the Authority for all its authentication related operations,
even in the event the ASA sub-contracts parts of its operations to other entities, the
responsibility shall remain with the ASA;

(m) in case of investigations relating to authentication related fraud or dispute, the ASA
shall extend full cooperation to the Authority (or their agency) and/or any other
authorized investigation agency, including providing access to its premises, records,
systems, personnel, infrastructure, any other relevant resource or information and
any other relevant aspect of its authentication operations;

(n) may agree upon the authentication charges for providing services to a requesting
entity, with such requesting entity, and the Authority shall have no say in this
respect, for the time being; however, the Authority's right to prescribe a different
mechanism in this respect in the future shall be deemed to have been reserved;

(o) shall, at all times, comply with any contractual terms and all rules, regulations,
policies, manuals, procedures, specifications, standards, and directions issued by the
Authority.

20. Maintenance of logs by Authentication Service Agencies.—(1) An Authentication
Service Agency shall maintain logs of the authentication transactions processed by it,
containing the following transaction details, namely:-

(a) identity of the requesting entity;
(b) parameters of authentication request submitted; and
(c) parameters received as authentication response:

Provided that Aadhaar number, Virtual 1d, UID Token, ANCS Token, PID information,
device identity related data and e-KYC response data, where applicable shall not be retained.

(2) Authentication logs shall be maintained by the ASA for a period of 2 (two) years, during
which period the Authority and/or the requesting entity may require access to such records
for grievance redressal, dispute redressal and audit in accordance with the procedure
specified in these regulations. The authentication logs shall not be used for any purpose other
than stated in this sub-regulation.

(3) Upon expiry of the period specified in sub-regulation (2), the authentication logs shall be
archived for a period of five years, and upon expiry of the said period of five years or the
number of years as required by the laws or regulations governing the entity whichever is
later, the authentication logs shall be deleted except those logs required to be retained by a



court not inferior to that of a Judge of a High Court or which are required to be retained for
any pending disputes.

(4) The ASA shall comply with all applicable laws in respect of storage and maintenance of
these logs, including the Information Technology Act, 2000.

(5) The obligations relating to authentication logs as specified in this regulation shall
continue to remain in force despite termination of appointment in accordance with these
regulations.

20A. Optional Maintenance of Logs by Offline Verification Seeking Entity.— (1) An
Offline Verification Seeking Entity may maintain logs of the verification transactions
processed by it, if deemed necessary by the OVSE and with consent of the resident,
containing any of the following transaction details, namely:-

(a) the offline Aadhaar data document shared by the resident in a suitably secure manner ;

(b) any other data shared by the resident during the course of verification including
mobile number, email id, photo etc;

(c) local verification transaction logs between OVSE and the resident;

(d) details of the notification related to the Offline Verification sent to the Aadhaar
number holder. but shall not, in any event, store the Aadhaar number or Virtual ID of
the Aadhaar number holder.

(2) The OVSE shall not share the logs with any person other than the concerned Aadhaar
number holder or for grievance redressal and resolution of disputes in accordance with the
provisions of the Act. The verification logs shall not be used for any purposes other than
those stated in this sub-regulation.

21. Audit of requesting entities, Authentication Service Agencies and Offline
Verification Seeking Entities.—(1) The Authority may undertake audit of the operations,
infrastructure, systems and procedures, of requesting entities, including their Sub-AUAs and
Sub-KUASs, Authentication Service Agencies and Offline Verification Seeking Entities, either
by itself or through audit agencies appointed by it, to ensure that such entities are acting in
compliance with the Act, rules, regulations, policies, procedures, guidelines issued by the
Authority.

(2) The Authority may conduct audits of the operations and systems of the entities referred to
in sub-regulation (1), either by itself or through an auditor appointed by the Authority. The
frequency, time and manner of such audits shall be as may be notified by the Authority from
time to time.

(3) An entity subject to audit shall provide full co-operation to the Authority or any agency
approved and/or appointed by the Authority in the audit process, and provide to the Authority
or any agency approved and/or appointed by the Authority, complete access to its procedures,
records and information pertaining to services availed from the Authority. The cost of audits
shall be borne by the concerned entity.



(4) On identification of any deficiency by the Authority, the Authority may require the
concerned entity to furnish necessary clarifications and/or information as to its activities and
may also require such entity either to rectify the deficiencies or take action as specified in
these regulations.

(5) Notwithstanding anything contained in clause (4), and without prejudice to any action
which may be taken under the Act, the Authority may initiate action under Regulation 25(1A)
on identification of any deficiency pursuant to the audit conducted.

22. Data Security.—(1) Requesting entities and Authentication Service Agencies/OVSEs
shall have their servers used for Aadhaar authentication request formation and routing to
CIDR/Offline Verification respectively, to be located within data centres or cloud storage
centres located in India.

(1A) Authentication requests shall not be accepted from entities located outside the territorial
borders of India. For allowing authentication requests from outside India, the requesting
entity shall take specific permission from the Authority.

(2) Authentication Service Agency shall establish dual redundant, secured leased lines or
MPLS connectivity with the data centres of the Authority, in accordance with the procedure
and security processes as may be specified by the Authority for this purpose.

(3) Requesting entities shall use appropriate license keys to access the authentication facility
provided by the Authority only through an ASA over secure network, as may be specified by
the Authority for this purpose.

(4) Requesting Entities, Authentication Service Agencies and Offline Verification Seeking
Entities shall adhere to all regulations, information security policies, processes, standards,
specifications and guidelines issued by the Authority from time to time.

23. Surrender of the access to authentication facility by requesting entity or
Authentication Service Agency.— (1) A Requesting Entity or ASA, appointed under these
regulations, desirous of surrendering the access to the authentication facility granted by
Authority, may make a request for such surrender to the Authority.

(2) While disposing such surrender request under these regulations, the Authority may
require the requesting entity or ASA to satisfy the Authority about any matter necessary for
smooth discontinuance or termination of services, including -

(a) the arrangements made by the requesting entity for maintenance and preservation of
authentication logs and other documents in accordance with these regulations and
procedures as may be specified by the Authority for this purpose;

(b) the arrangements made by the requesting entity for making authentication record
available to the respective Aadhaar number holder on such request;

(c) records of redressal of grievances, if any;

(d) settlement of accounts with the Authority, if any;



(e) in case of surrender by ASAs, the ASA, prior to the surrender of its access, shall
ensure that its associated requesting entities are given adequate time to migrate to
other ASAs in operation.

24. Agencies appointed before commencement of these regulations. —(1) Any
Authentication User Agency (AUA) or e-KYC User Agency (KUA), appointed prior to the
commencement of these regulations shall be deemed to be a requesting entity, and any
Authentication Service Agency (ASA) or e-KYC Service Agency (KSA) shall be deemed to
be an Authentication Service Agency, under these regulations, and all the agreements entered
into between such agencies and the Unique Identification Authority of India, established vide
notification of the Government of India in the Planning Commission number A-
43011/02/2009-Admin. 1, dated the 28th January, 2009 or any officer of such authority shall
continue to be in force to the extent not inconsistent with the provisions of the Act, these
regulations, and other regulations, policies, processes, procedures, standards and
specifications issued by the Authority.

(2) Notwithstanding anything contained in sub-regulation (1), any deemed requesting entity
or Authentication Service Agency referred to in sub-regulation (1) shall be required to
comply with the provisions of the Act, these regulations, other regulations framed by the
Authority, and the policies, processes, procedures, standards and specifications issued by the
Authority.

(3) In the event any such agency referred to in sub-regulation(1) seeks to discontinue using
the authentication facility as specified in these regulations, it may immediately make an
application for termination of its credentials and stop its functions forthwith:

Provided that in such cases, no compensation shall be payable to the agency or to the
Authority upon such termination.

(4) On discontinuance under sub-regulation (3), the concerned entity shall be required to
comply with the closure requirements listed in regulation 23(2).

25. Liability and action in case of default.—(1) Where any requesting entity or an ASA
appointed under the Act,

(a) fails to comply with any of the processes, procedures, standards, specifications or
directions issued by the Authority, from time to time;

(b) is in breach of its obligations under the Act and these regulations;

(c) uses the Aadhaar authentication facilities for any purpose other than those specified in
the application for appointment as requesting entity or ASA,

(d) fails to furnish any information required by the Authority for the purpose of these
regulations; or

(e) fails to cooperate in any inspection or investigation or enquiry or audit conducted by
the Authority, the Authority may, without prejudice to any other action which may be
taken under the Act, take such steps to impose disincentives on the requesting entity
or an ASA for contravention of the provisions of the Act, rules and regulations



thereunder, including suspension of activities of such entity or agency, or other steps
as may be more specifically provided for in the agreement entered into by such
entities with the Authority:

Provided that the entity or agency shall be given the opportunity of being heard before the
termination of appointment and discontinuance of its operations relating to Aadhaar
authentication.

(1A). Where any Offline Verification seeking entity,

(a) fails to comply with any of the processes, procedures, standards, specifications or
directions issued by the Authority, from time to time; is in breach of its obligations
under the Act and these regulations;

(b) uses the Aadhaar Offline Verification facilities for purposes other than those
specified;

(c) fails to furnish any information required by the Authority for the purpose of these
regulations; or

(d) fails to cooperate in any inspection or investigation or enquiry or audit conducted by
the Authority, the Authority may, without prejudice to any other action which may be
taken under the Act, including such criminal action as it may deem fit, take such steps
to impose disincentives on the Offline Verification seeking entity for contravention of
the provisions of the Act, rules and regulations thereunder.

Provided that the entity or agency shall be given the opportunity of being heard before any
action is taken.

(2) Any such action referred to in sub-regulation (1) may also be taken against any entity or
Sub-AUA or sub- KUA.

(3) Upon termination of appointment by the Authority, the requesting entity or the ASA shall,
forthwith, cease to use the Aadhaar name and logo for any purposes, and in any form,
whatsoever, and may be required to satisfy the Authority of necessary aspects of closure,
including those enumerated in regulation 23(2).

CHAPTER IV
AUTHENTICATION TRANSACTION DATA AND AUTHENTICATION RECORDS

26. Storage and Maintenance of Authentication Transaction Data.—(1) The Authority
shall store and maintain authentication transaction data, which shall contain the following
information: -

(a) authentication request data received including PID block;
(b) authentication response data sent
(c) any authentication server side configurations as necessary

Provided that the Authority shall not, in any case, store the purpose of authentication or any
meta data (other than process meta data) about any transaction.



27. Duration of storage.—(1) Authentication transaction data shall be retained by the
Authority for a period of 6 months. The Authority may prescribe procedure to archive and
perform analysis, for research purposes, from aggregated and anonymised authentication
transaction data in the form of circulars.

(2) Upon expiry of the period of six months specified in sub-regulation (1), the authentication
transaction data shall be deleted except when such authentication transaction data are
required to be maintained by the order of a court not inferior to that of a Judge of a High
Court or in connection with any pending dispute.

28. Access by Aadhaar number holder.—(1) An Aadhaar number holder shall have the
right to access his authentication records subject to conditions laid down and payment of such
fees as prescribed by the Authority by making requests to the Authority within the period of
retention of such records before they are archived.

(2) The Authority may provide mechanisms such as online portal or mobile application or
designated contact centers for Aadhaar number holders to obtain their digitally signed
authentication records within the period of retention of such records before they are archived
as specified in these regulations.

(3) The Authority may provide digitally signed e-KYC data to the Aadhaar number holder
through biometric or OTP authentication, subject to payment of such fees and processes as
specified by the Authority,

(4) The authentication records and e-KYC data shall not be shared with any person or entity:

(a) other than with the Aadhaar number holder to whom the records or e-KYC data relate
in accordance with the verification procedure specified. Aadhaar number holder may
share their digitally signed authentication records and e-KYC data with other entities
which shall not further share with any other agencies without obtaining consent of the
Aadhaar holder every time before such sharing.

(b) Except in accordance with the provisions of the Act.

CHAPTER V
MISCELLANEQUS

29. Repeal and savings.—(1) All procedures, orders, processes, standards, specifications and
policies issued and MOUSs, agreements or contracts entered by the Unique Identity Authority
of India, established vide notification of the Government of India in the Planning
Commission number A-43011/02/2009-Admin. I, dated the 28th January, 2009 or any officer
of such authority, prior to the establishment of the Authority under the Act shall continue to
be in force to the extent that they are not inconsistent with the provisions of the Act and
regulations framed thereunder.

(2) Notwithstanding the repeal of the Aadhaar (Authentication) Regulations, 2016, anything
done or any action taken under the said Regulations shall be deemed to have been done or
taken under the corresponding provisions of these Regulations.



30. Power to issue clarifications, guidelines and removal of difficulties.—In order to
remove any difficulties or clarify any matter pertaining to application or interpretation of
these regulations, the Authority may issue clarifications and guidelines in the form of
circulars.

31. Power to issue policies, process documents, etc.—The Authority may issue policies,
orders, processes, standards, specifications and other documents not inconsistent with these
regulations, which are required to be specified under these regulations or for which provision
is necessary for the purpose of giving effect to these regulations.

°[32. Doing of act or thing related to delegated power or function.—(1) Any act or thing
that is to be or may be done by the Authority under these regulations may also be done by any
Member or officer of the Authority or any other person to whom the Authority has delegated
the related power or function by general or special order in writing, under section 51 of the
Act.

(2) The Authority may determine whether or not an act or thing done by a Member, officer or
other person under sub-regulation (1) is related to a power or function delegated as referred to
in the said sub-regulation.]

10[***]
1ofSCHEDULE A

ELIGIBILITY CRITERIA OF AUTHENTICATION SERVICE AGENCIES
[See regulation 12(2A)]

1. Entities seeking appointment as ASA are categorised as follows:

S. No. Organisation category

Category 1 A Ministry or Department of the Central Government ora State
Government, or an undertaking owned or controlled by the Central
Government or a State Government

Category 2 An authority constituted under any Central or State Act

Category 3 Any other entity of national importance in the opinion of the Authority

Category 4 A company registered in India under the Companies Act, 2013 (18 of 2013)

Category 5 An AUA or a KUA

®Inserted vide notification No. HQ-13073/1/2020-AUTH.1I (E), dated 29.9.2023 (w.e.f. 3.10.2023).

10«Schedule A” omitted vide notification No. HQ-13011/240/2021-AUTH-II (No. 01 of 2023) dated 24.2.2023
(w.e.f. 27.2.2023) and“Schedule B” was substituted by “Schedule A” vide the said notification No. HQ-
13011/240/2021-AUTH-11 (No. 01 of 2023) dated 24.2.2023(w.e.f. 27.2.2023).

1«Schedule A” substituted vide notification No. HQ-13073/1/2020-AUTH.II (E), dated 29.9.2023 (w.e.f.
3.10.2023).




2. The technical and financial criteria for entities for appointment as ASA are as under:

Category

Financial requirement

Technical requirement

Category 1, 2
and 3

Category 4

Annual turnover of at

least R100 croreas per the
audited financial statements
for last three financial years

A Telecom Service Provider {Unified
Licensee having Access Services
authorisation or Unified Access Services
Licensee, granted licence under section 4 of
the Indian Telegraph Act, 1885 (13 of
1885)},having a minimum of 100
Multiprotocol ~ Label  Switching (MPLS)
Points of Presence (PoP) in India

OR

A Network Service Provider or System
Integrator  having  pan-India  network
connectivity for data transmission,having at
least 100 MPLS PoPs in India

Category 5

An AUA or KUA that meetssuch
authentication transaction criteria as the
Authority may determine from time to time.].




